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PROTOCOLO SOBRE TRATAMENTO E PROTEGAO DE DADOS PESSOAIS
Estabelece os termos e as condigdes de acesso ao sistema de informagéo no ambito da
transferéncia de competéncias, em matéria de servigo de atendimento e de acompanhamento

social (SAAS) e acompanhamento dos contratos de insergdo dos beneficiarios do RSI
Entre:

Instituto da Seguranga Social, I.P., pessoa coletiva n.° 505 305 500, com sede na Avenida 5 de Outubro,
n.° 175, 1069-451 Lishoa, representada por Maria do Rosario de Magalh&es Loureiro, na qualidade de
Diretora Adjunta do Centro Distrital do Porto que outorga em representagéo do Conselho Diretivo deste

instituto com poderes bastantes para o ato, adiante designado por ISS, I.P,;

Instituto de Informatica, I.P., pessoa coletiva n.° 504 322 915, com sede na Avenida Prof. Dr. Cavaco
Silva, n.° 17 — Edificio Ciéncia |, Taguspark, em Porto Salvo, representado por Carla Costa Coelho, que
intervém na qualidade de Vice-Presidente do Conselho Diretivo, com poderes bastantes para a préatica
deste ato, nos termos do n.° 3 do artigo 21.° da Lei n.° 3/2004, de 15 de janeiro, € do Despacho n.°
10750/2021, de 26 de outubro de 2021 do Secretéario de Estado da Seguranga Social, publicado na 22 série
do D.R. de 3 de novembro de 2021 e por Luis Manuel Lopes de Matos, que intervém na qualidade de Vogal
do Conselho Diretivo, com poderes bastantes para a pratica deste ato, nos termos do n.° 3 do artigo 21.°
da Lein.® 3/2004, de 15 de janeiro, e do Despacho n°. 12306/2024, de 10 de setembro de 2024, da Ministra
do Trabalho, Solidariedade e da Seguranca Social, publicado na 22 série do D.R. de 17 de outubro de 2024,

Municipio de Paredes, pessoa coletiva n.® 506 656 128, com sede Praga Jose Guilherme, representado
por José Alexandre da Silva Almeida, que outorga na qualidade de Presidente da Camara Municipal de

Paredes, com poderes para 0 ato, adiante designado por CMP;

Considerando que:

a) O ISS, I.P., tem por missdo a gestdo dos regimes de seguranga social, incluindo o tratamento,
recuperagdo e reparagdo de doengas ou incapacidades resultantes de riscos profissionais, o
reconhecimento dos direitos € o cumprimento das obrigag6es decorrentes dos regimes de seguranga
social e demais subsistemas da seguranga social, incluindo o exercicio da agdo social, nos termos do
n.° 1 do artigo 3.° do Decreto-Lei n.° 83/2012, de 30 de margo;
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O II, I.P. intervém neste protocolo por ser a pessoa coletiva publica que assegura a construgéo, gestao
e operacdo de sistemas aplicacionais e de infraestruturas tecnologicas nas areas de tecnologias de
informag&o e comunicagdo dos servigos e organismos dependentes do Ministério do Trabalho,
Solidariedade e Seguranga Social, nos termos da alinea ¢) do n.° 2 do artigo 3.° do Decreto-Lei n.°
196/2012, de 23 de agosto;

A Lei n.° 50/2018, de 16 de agosto estabelece o quadro da transferéncia de competéncias para as

autarquias locais e para as entidades intermunicipais; e

DispGe o n.° 1 do artigo 4.° da Lei-Quadro que a transferéncia das novas competéncias, a identificagéo
da respetiva natureza e a forma de afetagdo dos respetivos recursos sdo concretizadas através de
diplomas legais de ambito setorial relativos as diversas areas a descentralizar da administragdo direta
e indireta do Estado, os quais estabelecem disposicdes transitorias adequadas a gestdo do

procedimento de transferéncia em causa.

O Decreto-Lei n.° 55/2020, de 12 de agosto, concretiza a transferéncia de competéncias no dominio
especifico da agdo social, passando os oOrgdos municipais e as entidades intermunicipais
nomeadamente: assegurar o servico de atendimento e de acompanhamento social; elaborar os
relatérios de diagndstico técnico e acompanhamento e de atribuigdo de prestagbes pecunirias de
carater eventual em situagdes de caréncia economica e de risco social, celebrar e acompanhar os
contratos de insergao dos beneficiarios do rendimento social de insergéo, nos termos das alineas a), e)
e f) do artigo 3.%, e dos artigos 12.° e 32.° da Lei-Quadro.

No &mbito do exercicio dessas novas competéncias, nos termos do n.° 1 do artigo 6.° da Lei-Quadro, &
determinada a garantia de acesso das autarquias aos sistemas de informagéo utilizados pela
administragéo direta e indireta do Estado, para gestdo de processos e restante informagao integrada

nas competéncias transferidas.

Com efeito, de acordo com os artigos 10.° e 11.° do Decreto-Lei n.® 55/2020, preconiza-se que o
desenvolvimento do servico de atendimento e de acompanhamento social e a celebragdo e
acompanhamento dos contratos de inser¢do dos beneficiarios do rendimento social de inser¢do séo

efetuados com recurso a sistema de informagao especifico.

Os termos em que essa utilizagdo é efetuada encontram-se regulados pela Portaria n.° 63/2021, que
regula o disposto nas alineas a) e ) do n.° 1 do artigo 3.° e do artigo 10.° do Decreto-Lei n.° 55/2020,

de 12 de agosto, nomeadamente os termos de operacionalizagdo da transferéncia de competéncias,
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em matéria de servico de atendimento e de acompanhamento social (SAAS) de pessoas e familias em

situagao de vulnerabilidade e exclus&o social bem como da emergéncia social, para os Municipios, e

Pela Portaria n.° 65/2021, de 17 de margo, que estabelece os termos de operacionalizagéo da transigéo
de competéncias em matéria de celebragdo e acompanhamento dos contratos de insercdo dos
beneficiarios do RSI para os Municipios, tendo em consideragdo o disposto na alinea f) do n.° 1 do
artigo 3.° e no artigo 11.° do Decreto-Lei n.° 55/2020, de 12 de agosto;

Todavia 0 artigo 14.° da Portaria n.° 188/2014 de 18 de Setembro, alterado pelo artigo 2.° da Portaria
n.° 63/2021 e o n.° 1 do artigo 27.°-A da Portaria 257/2012, de 27 de agosto, alterado pelo artigo 3.° da
Portaria n.° 65/2021 refere que 0 acesso ao sistema de informagédo especifico se encontra restringido
aos dados relevantes para a prossecugéo das competéncias do atendimento e acompanhamento social

e a0 acompanhamento a beneficiarios de RSI no ambito do contrato de insergéo.

Atendendo ao estabelecido em matéria de garantia de acesso a sistema de informag&o especifico, sera
disponibilizado aos municipios o atual sistema de informagéo do atendimento e acompanhamento

social, incluindo a componente de insergao do RSI.

O tratamento de dados pessoais objeto do presente Protocolo tem como fundamento de licitude o
disposto na alinea ¢) do n.° 1 do artigo 6.° e na alinea b) do n.° 2 do artigo 9.° do Regulamento Geral
de Protegao de Dados (RGPD), aprovado pelo Regulamento (UE) n.° 2016/679 do Parlamento Europeu
e do Conselho, publicado no JOUE de 4 de maio de 2016.

O ISS, I.P. procedeu a Avaliagéo de Impacto sobre a Prote¢do de Dados (AIPD), de forma a verificar
se todos os processos e procedimentos inerentes ao funcionamento e operacionalizagéo do sistema
estavam adequados ao RGPD, tendo a mesma classificado o conjunto de operagdes efetuadas sobre
dados pessoais objeto do presente acordo de nivel de risco aceitavel, desde que cumprida a condigéo

de aplicacdo das medidas de mitigagao ali indicadas;

Foi solicitada a emissao de parecer pela Comiss&o Nacional de Protegao de Dados (CNPD), nos termos
do n.° 4 do artigo 36.° do RGPD.

E livremente e de boa fé celebrado o presente Protocolo, do qual os Considerandos supra fazem parte

integrante, que se rege pelos termos e condigdes constantes das clausulas seguintes:
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Clausula Primeira
(Ambito e objeto)

O presente Protocolo tem por objeto estabelecer os termos e as condigdes de acesso ao sistema de

informagé@o especifico, denominado (WebSISS), no ambito da transferéncia de competéncias, nas

seguintes matérias:

a)

Servico de atendimento e de acompanhamento social (SAAS) de pessoas e familias em situagdo
de vulnerabilidade e exclus&o social para os Municipios, estabelecidas na Portaria n.° 63/2021 de
17 de margo que regula o disposto nas alineas a) e e) do n.° 1 do artigo 3.° e do artigo 10.° do
Decreto--Lei n.° 55/2020, de 12 de agosto;

Acompanhamento dos contratos de insercdo dos beneficiarios do RSI para os Municipios,
estabelecidos na Portaria n. 65/2021, de 17 de margo, que define os termos de operacionalizagdo
da transicdo de competéncias em matéria de celebragdo e acompanhamento dos contratos de
insercao dos beneficiarios do RSI para as camaras municipais, tendo em consideragao o disposto

na alinea f) do n.° 1 do artigo 3.° e no artigo 11.° do Decreto-Lei n.° 55/2020, de 12 de agosto.

Clausula Segunda

(Dados a transmitir)

Seréo objeto de tratamento os dados pessoais recolhidos para as finalidades acima enunciadas, os

constantes no Anexo .

Clausula Terceira

(Finalidade do tratamento de dados pessoais)

1. O tratamento de dados pessoais, objeto do presente protocolo, visa apoiar as intervengdes técnicas, do

Servigo de Atendimento Acompanhamento Social que tem por objetivos:

Informar, aconselhar e encaminhar para respostas, servigos ou prestacdes sociais adequadas a
cada situagao;

Apoiar em situages de vulnerabilidade social;

Prevenir situagdes de pobreza e exclusdo sociais;

Contribuir para a aquisi¢do e ou fortalecimento das competéncias das pessoas e familias,
promovendo a sua autonomia e fortalecendo as redes de suporte familiar e social;

Assegurar 0 acompanhamento social do percurso de insergao social;

Mobilizar os recursos da comunidade adequados a progressiva autonomia pessoal, social e

profissional.
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Clausula Quarta

Condigoes de acesso a informagdo
1. O acesso a informagéo é efetuado em tempo real, através de comunicagao eletrénica de dados
entre sistemas dos outorgantes, com a utilizag&o de servigos especificamente implementados de modo a
proteger o fornecimento dos dados.
2, A comunicagado dos dados, no dmbito do presente protocolo, é efetuada através de comunicagao
segura (HTTPS), com o uso de Transport Layer Security (TLS) 1.2, sendo os dados em transito encriptados
€ Seguros.
3. O sistema de informagéo (WebSISS) garante as condigdes de confidencialidade, integridade e
seguranca dos dados pessoais, mediante cumprimento dos seus requisitos de utilizagao, nos termos da
clausula décima primeira do presente protocolo.
4, O acesso aos dados requer uma prévia autenticag@o e so é permitida a pessoas devidamente
credenciadas, que tenham assumido um compromisso de confidencialidade, mediante a atribuicdo de um
utilizador aplicacional e de uma palavra-chave, em fungdo do seu perfil de acesso e a cada modulo
aplicacional do sistema de informag&o especifico (WebSISS), subordinada a politica de gestéo de acessos
e gestéo de password aprovada pelo Il .P.
5. O tratamento de dados pessoais, por cada Equipa, circunscreve-se a area geografica de atuagédo
da mesma, e efetua-se no ambito do servico de atendimento e de acompanhamento social (SAAS) de
pessoas e familias em situagao de vulnerabilidade e exclus&o social.
6. Nas situagbes em que o0 municipio contratualize com outra entidade para o desenvolvimento do
SAAS o acesso a informag&o s6 é permitido a pessoas devidamente credenciadas, através da atribuicio
de um utilizador aplicacional e de uma palavra-chave, em fungdo do seu perfil de acesso e a cada modulo
aplicacional do sistema de informag&o “Agdo Social Interface Parceiros — ASIP", cumprido o disposto na

clausula décima.

Clausula Quinta
(Prazos de conservagéo dos dados pessoais)
1. Os dados pessoais armazenados no sistema serdo conservados durante o periodo necessario para a
prossecugao das finalidades do tratamento.
2. O prazo maximo de conservagao sao 10 anos, sem prejuizo da sua conservagao em registos histéricos

para fins de investigacao cientifica ou estatistica, nos termos da Portaria n® 182/2020, de 4 de agosto.
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Clausula Sexta
Responséveis e subcontratante pelo tratamento de dados pessoais
No &mbito do presente Protocolo, sdo considerados responsaveis conjuntos pelo tratamento de dados

pessoais 0 ISS, I.P., e 0 Municipio de Paredes e subcontratante o I, I.P..

Clausula Sétima
(Obrigagées do ISS L.P. e do Municipio)

1. O ISS,.P. e 0 Municipio de Paredes sao responsaveis conjuntos pelo tratamento de dados pessoais
efetuados no sistema de informagdo. S&o ainda individualmente responsaveis por assegurar a
integridade e confidencialidade de todos os dados pessoais a que acedem e que sdo recolhidos, no
decurso das suas fungdes nos termos a serem definidos por instrumentos normativos.

2. Os responsaveis conjuntos comprometem-se ainda a comunicar, entre si, qualquer violagdo de dados
pessoais que, potencialmente, comprometa a seguranga dos mesmos, tais como a transferéncia, o
acesso, a perda, a alteragdo ou a revelagao a terceiros, acidental, ndo autorizada ou ilicita, nos termos
e para os efeitos decorrentes do RGPD ou do presente Protocolo, ou qualquer incidente que direta ou
indiretamente afete, ou seja suscetivel de afetar, a confidencialidade, a integridade ou a autenticidade
dos dados pessoais, 0 mais cedo possivel em face das circunstancias e sem demora injustificada.

3. No ambito da utilizagdo do sistema de informagao especifico (WebSISS) é obrigagdo do Municipio
comunicar ao ISS, . P., a identificagdo de novos utilizadores e a cessagao dos utilizadores que, por
qualquer motivo, deixem de ter legitimidade para permissao de acesso ao sistema.

4, A comunicagdo a que se refere o nimero anterior é efetuada pelo Municipio com a antecedéncia

minima de 5 dias Uteis, ou, se tal ndo for possivel, no maximo no dia Util seguinte.

Clausula Oitava

Obrigagdes do Il I.P.
1. Constituem obrigagdes do Il. I.P.:

Fornecer toda a informag&o que Ihes for solicitada, quer pelo Responsavel pelo tratamento, quer pela

Autoridade de Controlo, relativamente aos tratamentos dos dados, cujas finalidades se encontram definidas
na Clausula Terceira.

a) Implementar e assegurar as medidas técnicas e organizativas necessarias para o efeito,

nomeadamente as previstas na Clausula Décima Primeira.

2. Considera-se delegada no subcontratante a escolha dos subcontratantes ulteriores, sem prejuizo da

disponibilizagao de uma lista atualizada com a identificagdo destes, acompanhada das condi¢cdes
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contratuais aplicaveis, e da possibilidade de se opor.

Assegurar 0 acesso ao sistema de informagao especifico de suporte a atividade dos municipios.
011, 1.P. assegura acesso a formagao, na modalidade a distancia - formato e-learning, através do Portal

da Formagao - https://portalformacaoii.seg-social.pt/SGForm/.

Clausula Nona
(Gestéo do sistema de informagéo)

O ISS, I.P. garante o acesso ao Sistema de informagao, nos seguintes termos:

a) O acesso ¢ efetuado de acordo com os perfis definidos para as respetivas fungdes, envolvendo
apenas utilizadores devidamente credenciados para o efeito, e encontrando-se restringido aos
dados relevantes para prossecugdo das competéncias do servico de atendimento e de
acompanhamento social;

b) O acesso é garantido mediante identificag&o dos utilizadores autorizados pelo Municipio, com vista
a atribuicdo de um cadigo de utilizador e de uma palavra passe, pessoal e intransmissivel, nos
termos das normas em vigor para a atribuicio de acessos.

Os utilizadores com acesso autorizado comprometem-se a assegurar a coeréncia dos dados

registados, bem como a zelar pela qualidade da informagao inserida no Sistema de Informacédo da

Seguranga Social (SISS).

Quaisquer alteragdes relativas a cessagdo de fungdes ou identificag@o de novos utilizadores devem

ser comunicadas ao ISS, |.P. de acordo com os procedimentos definidos para o efeito.

Os perfis para consulta, alterago/corre¢éo e eliminagéo de dados sdo atribuidos a cada utilizador,

mediante assinatura de termo de responsabilidade e de acordo com a politica de acessos definida pelo

ISS, IP.

Cada consulta/alteragdo é auditavel a todo o tempo, no sistema de informag&o, quanto ao utilizador

que a realizou e respetiva data/hora, e o II,I.P. deve conservar esses registos pelo prazo de 2 (dois)

anos, nos termos da politica de gestao de acessos.

Clausula Décima
(Termos de Responsabilidade)
O termo de responsabilidade deve ser disponibilizado aos utilizadores, nos termos da minuta que se
encontra no Anexo ll, ao presente Protocolo, devendo os profissionais, no momento de atribuicao de

acesso, proceder a sua aceitacao.
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Nas situagdes em que o municipio contratualize com outra entidade para o desenvolvimento do SAAS,
o termo de responsabilidade deve ser disponibilizado aos utilizadores, nos termos da minuta que se
encontra no Anexo lll, ao presente Protocolo, devendo os profissionais, no momento de atribuicéo de

acesso, proceder a sua aceitagao.

Clausula Décima Primeira
(Meios e medidas de seguranga para o tratamento)

Para garantia de cumprimento do disposto no artigo 32.° do RGPD, os outorgantes comprometem-se
a adotar padrbes de seguranga organizacional e tecnologica, com recurso a praticas eficazes na
gestéo de seguranga da informag&o, para efeitos de protego da confidencialidade, integridade e
acesso aquela.
No &mbito do presente Protocolo e para cumprimento do objeto do mesmo, os outorgantes obrigam-
se a adotar as medidas técnicas e organizacionais pertinentes para garantir um nivel de seguranga
dos dados pessoais que seja adequado ao risco, associado a perda de confidencialidade, integridade,
disponibilidade e autenticidade, que pode resultar na sua destruiggo, perda, alteragao, divulgagao nao
autorizada, acesso acidental ou ilegal.
Os outorgantes devem, ainda, tomar as medidas de seguranga necessarias a prevencao de qualquer
ato que vise alterar o conteudo da base de dados ou interferir de qualquer forma no seu bom
funcionamento.
O previsto concretiza-se através da implementagdo das medidas definidas pelo standard internacional
ISO/IEC 27001:2013, bem como das normas comunitérias, da legislacdo e das recomendages
nacionais especificas em matéria de seguranga da informagao.
S&o ainda adotadas e periodicamente atualizadas as seguintes medidas de seguranca de tratamentos
de dados pessoais em causa:

a. Os perfis s&o atribuidos a cada utilizador, tendo em considerag&o as fungdes a desempenhar
no ambito do Servigo de Atendimento e Acompanhamento Social;

b. O acesso a informagdo por parte dos utilizadores carece de autenticagdo por codigo de
utilizador e palavra-passe, assegurando que apenas utilizadores credenciados possam
aceder a cada um dos modulos aplicacionais do sistema de informagao especifico, e dentro
de cada um destes, apenas as operagdes a que estao autorizados a realizar.

0O acesso ao sistema de informagao especifico salvaguarda a seguranga e a confidencialidade dos
dados pessoais ou de matérias sujeitas a sigilo, encontrando-se os utilizadores vinculados ao dever
de sigilo e confidencialidade da informag&o cujo conhecimento Ihes advenha pelas atividades inerentes
as atividades desenvolvidas ao abrigo da presente portaria, mesmo apés o termo das suas fungdes.
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7. 0 acesso ainformagao e o perfil atribuido a cada utilizador é efetivado mediante a assinatura de termo
de responsabilidade e de acordo com a politica de acessos definida pelo Instituto da Seguranga Social,
.P.

8. Todos os acessos sao registados em base de dados para efeitos de auditoria, identificado o utilizador,
operagao realizada e data e hora da alteragao.

9. Sem prejuizo do disposto nos anteriores, ao tratamento de dados pessoais aplica-se 0 RGPD, bem
como 0s requisitos técnicos minimos das redes e sistemas de informag&o, que s&o exigidos ou
recomendados a todos os servigos e entidades da Administragéo direta e indireta do Estado, constante

no Anexo a Resolugéo do Conselho de Ministros n.° 41/2018, de 28 de margo.

Clausula Décima Segunda
(Forma de exercicio dos direitos por parte dos titulares dos dados)

1. O exercicio dos direitos por parte dos titulares dos dados poderéa ser feito, junto do Encarregado de
Protegdo de Dados, dos responsaveis pelo tratamento, para as matérias de protecé@o de dados:

a) Resposta ao exercicio de direitos, tratamento de incidentes de violagdo ou pedidos de

esclarecimentos, na sua area de competéncia;

b) Sensibilizar para a necessidade de ajustamento as exigéncias trazidas pelo RGPD na sua area de

intervengéo;

c) Sejam o ponto de ligagdo entre as diversas Entidades, tanto na execugdo das atividades

associadas, bem como no esclarecimento de duvidas relacionadas com o RGPD.
2. O titular dos dados pode, a qualquer momento, conhecer, corrigir e, salvo quando a sua conservagao
seja exigida por requisitos da legislagdo nacional/europeia, eliminar os dados a si respeitantes, neste
tratamento.
3. Sem prejuizo do recurso a via graciosa ou jurisdicional, assiste aos titulares dos dados, ainda, o direito
de apresentar uma reclamagdo a Comissdo Nacional de Prote¢do de Dados (CNPD) ou a outra autoridade
de controlo competente, nos termos da lei, caso entendam que o tratamento dos seus dados pessoais pelas

Partes ndo respeita a legislacao aplicavel.

Clausula Décima Terceira
(Confidencialidade)

1. Em matéria de confidencialidade os outorgantes devem observar o disposto no artigo 75.° da Lei n.°
4/2007, de 16 de Janeiro alterada pela Lein.® 83-A/2013, de 30 de dezembro, nos termos do n.° 1, do artigo

2.° da Lei n® 55 de 2020, de 12 de agosto, na sua redagado atual, relativamente aos dados de natureza
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estritamente privada de que disponham, relativos a situagéo pessoal, econémica ou financeira de quaisquer
pessoas ou entidades.

2. Ainformag&o e a documentagéo cobertas pelo dever de confidencialidade ndo podem ser transmitidas a
terceiros, nem objeto de qualquer uso ou modo de aproveitamento que ndo o destinado direta e
exclusivamente & execug&o do presente Protocolo, salvo acordo formalizado por todos os outorgantes, bem
como autorizagdo expressa formalizada pelos respetivos titulares dos dados pessoais.

3. Exclui-se do dever de confidencialidade a informag&o e documentagéo que sejam comprovadamente do
dominio pUblico a data da respetiva obteng&o ou sobre as quais haja uma obrigagao legal de revelagéo,
por for¢a da lei, de processo judicial ou a pedido de autoridades reguladoras ou outras entidades
administrativas competentes.

4. O dever de sigilo/confidencialidade mantém-se mesmo apés a data da cessagdo do presente Protocolo.

Clausula Décima Quarta
(Interpretagéo e integracao de lacunas)
A interpretagéo e integragéo de eventuais lacunas do presente Protocolo seréo supridas mediante acordo

escrito pelos outorgantes.

Clausula Décima Quinta
(Vigéncia)

1. O presente Protocolo produz efeitos no primeiro dia Util da concretizagdo da transferéncia de
competéncias, por forga do disposto no n.° 5 do artigo 24.° do Decreto-Lei n.° 55/2020, de 12 de agosto,
alterado pelo Decreto-Lei n.° 23/2022, de 14 de fevereiro.

2. O presente Protocolo vigorara enquanto se mantiverem as condigdes legais e de facto que justificam
a sua celebragéo ou até que seja denunciado.

3. Adenncia do presente Protocolo pode ser efetuada por qualquer dos outorgantes, por escrito, com a

antecedéncia minima de 3 meses.

Porto, 19 de Novembro de 2024
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Pelo Instituto da Seguranga Social, I.P.
A Diretora Adjunta do Centro Distrital do Porto
Assinado por: Maria do Rosario de Magalhéaes Loureiro

Num. de Identificacdo: 07452187
Data: 2024.11.26 15:25:05+00'00"

Maria do Rosario de Magalhaes Loureiro

A Vice-Presidente do Conselho Diretivo do Instituto de Informatica, I.P.

Digitally signed by Carla Coelho

‘ a rl a DN: c=PT, title=Vice-Presidente,

o=Instituto de Informética IP,
sn=da Costa Coelho,

givenName=Carla Sofia,
O e O cn=Carla Coelho

Date: 2024.12.02 14:14:08 Z

.Carla Costa Coelho

0 Vogal do Conselho Diretivo do Instituto de Informatica, I.P.

Assinado por: Luis Manuel Lopes de Matos
Num. de Identificacdo: 06992367
Data: 2024.12.01 10:43:01+00'00"

Luis Manuel Lopes de Matos

Municipio de Paredes

JOSE Assinado de forma

digital por JOSE
ALEXANDRE  ALEXANDRE DA

MNA CIL\/A SILVA AL MEIDA

“)0s€ AreXdndre 2 SiiyaMicidgd4 11,25
ALMEIDA 09:10:48 Z
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Anexo |

Dados pessoais

L CAMARA MUNICIPAL
m " INSTITUTO , PAREDES
DE INFORMATICA

Subsistema

Dados pessoais

Habilitagao legal

PS - Pessoa Singular

Nome Completo do Titular, NISS, NIF, Nome, Data
Nascimento, Data Obito, Sexo, Estado Civil, Nacionalidade,
Naturalidade, N° de Identificagao Civil (portugués, estrangeiro),
Filiag&o, Morada (portuguesa, estrangeira), Contato (email,

telefone e telemovel)

Decreto - Lei n.°
55/2020

Portaria n.° 63/2021
Portaria n.° 65/2021

Nome Completo do Titular e dos elementos do AF, NISS, Grau

Decreto - Lei n.°

55/2020
AF - Agregados Familiares | de parentesco, Telefone, Morada de auséncia, atividade .
o ’ Portaria n.® 63/2021
profissional do titular e dos elementos do AF i
Portaria n.® 65/2021,
. . Nome Completo do Titular, NISS, Estado civil, Agregado
RSI - Rendimento Social de 5 . , _
familiar; Rendimentos, NIB, NISS, Nome e NIB Terceiro, Portaria n.® 65/2021,

Insergéo

Despesas, Habitagao

SIPSC - Gestéo de
Beneficiarios (inclui ASIP -
interface para entidades

externas)

NISS, PSNI, Nome, Morada, Problemas econémicos,
problemas de salde, problemas ao nivel da educagao,
emprego e habitacao, situagdo de salde, situagéo perante o
trabalho, frequéncia escolar e formagao profissional, situagéo
econdémica (Rendimentos, Despesas, Dividas), situagao
habilitacional, frequéncia de equipamentos, apoios econémicos
recebidos no @mbito da agao social, agbes de inser¢do
definidas no &mbito dos Contrato de Insergao e Acordos de

Intervencédo Social de todos os elementos do agregado familiar

Decreto - Lei n.°
55/2020

Portaria n.® 63/2021
Portaria n.° 65/2021,

GREND- Gestéo de

Rendimentos

NISS, nome completo, natureza e subnatureza dos

rendimentos registados no Sistema de Seguranca Social

Decreto - Lein.°
55/2020

Portaria n.° 63/2021
Portaria n.° 65/2021
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Anexo Il - Minuta de Termo de Responsabilidade
SERVICO DE ATENDIMENTO E ACOMPANHAMENTO SOCIAL DXXX XXXXXXXXXXXXXX

Termo de Responsabilidade

XXKXXXXXXXXX, portador/a do Cartdo de Cidad&o/ Bilhete de Identidade n.® XXXXXXXX, com a data de
validade de 'dd/mm/aaaa’, declara, sob compromisso de honra, para os devidos e legais efeitos, na
qualidade de técnico/a superior do Servico de Atendimento e Acompanhamento Social de
XXKXXXXXXXXX... , dependente funcionalmente da XXXXXXXX........ aqual no ambito das competéncias
a transferir para 0s municipios nomeadamente no que respeita ao artigo 10.° e artigo 11.° do Decreto-Lei
n.° 55/2020 de 12 de agosto, que:
a) Toma conhecimento que, no ambito das fungdes a desempenhar na qualidade suprarreferida, detera
acesso ao sistema de informagao especifico denominado (WebSISS), nas vertentes infra-indicadas, de

acordo com os perfis definidos para as citadas fungdes:

1. Identificagao e Qualificagéo (IDQ)
1.1. Consulta;

2. Rendimento Social de Insergéo (RSI)
2.1.Consulta;

3. Agregados Familiares (AF)

3.1. Consulta;
3.2. Registo de AF Genéricos, na auséncia de qualquer AF;
3.3. Registo de AF Especificos de Agédo Social (AF-AS);
3.4. Alteragao/ Corregdo de AF-AS;
3.5. Alterar/ Corrigir AF Genéricos;
3.6. Anular elementos;
3.7. Registar novos elementos em AF Genéricos ja criados;
3.8. Reintegrar elementos;
3.9. Registar auséncias definitivas;

3.10. Registar auséncias temporarias;

3.11. Cessar AF.

4, AS > Atendimento/ Acompanhamento Social:

4.1.Consultar;
4.2 Registar/ Alterar.

5. GREND > Gestao de Rendimento
5.1.Consultar;

b) Toma conhecimento que o citado acesso envolve, apenas, pessoas devidamente credenciadas para o

efeito e que 0 mesmo se encontra restringido aos dados relevantes para prossecucéo das finalidades
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legalmente previstas no n.° 1 do artigo 10.° e no n.° 1 do artigo 11° do Decreto-Lei n.° 55/2020, de 12 de
agosto;

¢) Toma conhecimento que apos autorizado/a a aceder ao (WebSISS), o acesso sera efetuado através
de um codigo de “utilizador” e de uma palavra-passe, pessoais e intransmissiveis, nos termos da politica
em vigor para a atribuicdo de acessos definidos pelo ISS, I.P;

d) Toma conhecimento que os perfis para consulta, alteragdo/corregao e anulagdo de dados s&o
atribuidos a cada “utilizador” em fung&o do seu perfil de acesso a cada modulo aplicacional do Sistema
de Informagao (adiante designado de Sistema) e, dentro de cada um destes, cada “utilizador” poderé ter
permissdes diferenciadas as vérias operagbes e que cada alteragdo é auditavel a todo o tempo quanto
ao “utilizador” que a realizou e respetiva data/hora;

e) Toma conhecimento que o acesso a informagdo pelos denominados ‘“utilizadores credenciados”
apenas pode ser efetivado a cada um dos médulos aplicacionais do Sistema se autorizado e, dentro de
cada um destes, apenas as operagdes a que se encontram autorizados a realizar e que todos os acessos
s80 registados em base de dados para efeitos de auditoria, identificando “utilizador”, operagdo e data/hora
da alteragéo;

f) Se compromete a guardar sigilo e confidencialidade da informag&o cujo conhecimento Ihe advenha das
atividades inerentes as fungoes referidas nas Portarias n.° 63/2021 e n.° 65 de 2021, mesmo apds o termo
das suas fungoes;

g) Se compromete a cumprir o disposto no Regulamento (EU) 2016/679 do Parlamento Europeu e do
Conselho, de 27 de abril de 2016, relativo a protegdo das pessoas singulares no que diz respeito ao
tratamento de dados pessoais e a livre circulagdo desses dados Lei n.° 58/2019, de 8 de agosto, que
assegura a execugdo, na ordem juridica nacional do Regulamento Geral de Protegdo de Dados, bem
como demais legislagéo aplicavel;

h) Mais declara que foi informado/a e tem perfeito conhecimento que a violagé&o do disposto nas alineas
f) e g), acima elencadas, faz incorrer o/a faltoso/a em responsabilidade civil e criminal, sem prejuizo de

outras sangdes aplicaveis.

Por ser verdade,

Assinatura:

(Assinatura legivel com o nome da/o declarante conforme documento de identificagéo civil
valido)
Data; ‘dd/mm/202x'
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EQUIPADE....... DA INSTITUIGAO XXXXXX
Termo de Responsabilidade

XXXXXXXXXXXX, portador/a do Cartao de Cidadao/ Bilhete de Identidade n.® XXXXXXXX, com a data de
validade de 'dd/mm/aaaa’, declara, sob compromisso de honra, para os devidos e legais efeitos, na
qualidade de técnico/a superior da Equipa (do RSI ou do SAAS) da XXXXXXXX........ sua instituicdo
empregadora com contrato/protocolo celebrado para o desenvolvimento das competéncias previstas no

artigo 10.° e/ou artigo 11.° do Decreto-Lei n.° 55/2020 de 12 de agosto, com a Camara Municipal dX

KXXKXXKXKKXKX:

a) Toma conhecimento que, no ambito das fungdes a desempenhar na qualidade suprarreferida, detera

acesso a aplicagéo informatica denominada “Agao Social Interface Parceiros - ASIP”, nas vertentes infra-

indicadas, de acordo com os perfis definidos para as citadas fungdes:

1. Identificagéo e Qualificagéo (IDQ)

1.1. Consulta;

2. Rendimento Social de Insergéo (RSI)

2.1.Consulta;

3. Agregados Familiares (AF)

3.1. Consulta;

3.2. Registo de AF Genéricos, na auséncia de qualquer AF;
3.3. Registo de AF Especificos de Agdo Social (AF-AS);
3.4. Alteragao/ Corregédo de AF-AS;

3.5 As seguintes operagbes ficam adstritas aos utilizadores do Servico de Atendimento/

Acompanhamento Social do Municipio do ambito de intervengéo do acordo/protocolo da

entidade identificada, pelo que sera necessario efetuar a respetiva articulagéo para:

3.5.1
352
3.5.3
3.5.4
3.5.5
3.5.6

Alterar/ Corrigir AF Genéricos;

Anular elementos;

Registar novos elementos em AF Genéricos ja criados;
Reintegrar elementos;

Registar auséncias definitivas;

Registar auséncias temporarias;
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3.5.7 Cessar AF.

4. AS > Atendimento/ Acompanhamento Social:
4.1.Consultar;
4.2 Registar/ Alterar,

5. AS > Atendimento/ Acompanhamento Social:

b) Toma conhecimento que o citado acesso envolve, apenas, pessoas devidamente credenciadas para o
efeito e que 0 mesmo se encontra restringido aos dados relevantes para prossecucéo das finalidades
legalmente previstas no n.° 1 do artigo.® 10 e no n.° 1 do artigo 11.° do Decreto-Lei n.° 55/2020, de 12 de

agosto;

c) Toma conhecimento que apos autorizado/a a aceder a ASIP, 0 acesso sera efetuado através de um
codigo de “utilizador” e de uma palavra-passe, pessoais € intransmissiveis, nos termos da politica em

vigor para a atribuico de acessos definidos pelo ISS, I.P;

d) Toma conhecimento que os perfis para consulta, alteragao/correcdo e anulagdo de dados s&o
atribuidos a cada “utilizador” em fungéo do seu perfil de acesso a cada médulo aplicacional do Sistema
de Informacéo (adiante designado de Sistema) e, dentro de cada um destes, cada “utilizador” podera ter
permissdes diferenciadas as vérias operagdes e que cada alteragdo € auditavel a todo o tempo quanto

ao “utilizador’ que a realizou e respetiva data/hora;

e) Toma conhecimento que o acesso a informagdo pelos denominados “utilizadores credenciados”
apenas pode ser efetivado a cada um dos médulos aplicacionais do Sistema se autorizado e, dentro de
cada um destes, apenas as operagdes a que se encontram autorizados a realizar e que todos 0s acessos
sao registados em base de dados para efeitos de auditoria, identificando “utilizador”, operagéo e data/hora

da alteragao;

f) Se compromete a guardar sigilo e confidencialidade da informag&o cujo conhecimento Ihe advenha das
atividades inerentes as fungdes referidas nas Portarias n° 63/2021 e n° 65/ de 2021, mesmo apds o

termo das suas funcdes;

g) Se compromete a cumprir o disposto no Regulamento (EU) 2016/679 do Parlamento Europeu e do
Conselho, de 27 de abril de 2016, relativo a protegao das pessoas singulares no que diz respeito ao
tratamento de dados pessoais e a livre circulagdo desses dados Lei n.° 58/2019, de 8 de agosto, que
assegura a execugao, na ordem juridica nacional do Regulamento Geral de ProtegZo de Dados, bem
como demais legislagao aplicavel;
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h) Mais declara que foi informado/a e tem perfeito conhecimento que a violag&o do disposto nas alineas
f) e g), acima elencadas, faz incorrer o/a faltoso/a em responsabilidade civil e criminal, sem prejuizo de

outras sancdes aplicaveis.

Por ser verdade,
Assinatura:
(Assinatura legivel com o nome da/o declarante conforme documento de identificagao civil
vélido)
Data: ‘dd/mm/202x'
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